***ДО***

***„ИНФОРМАЦИОННО ОБСЛУЖВАНЕ“ АД***

***ГР. СОФИЯ, УЛИЦА „ПАНАЙОТ ВОЛОВ“ № 2***

***Т Е Х Н И Ч Е С К О П Р Е Д Л О Ж Е Н И Е***

|  |  |
| --- | --- |
| **Наименование на обществената поръчка:** |  |
| ***,,Доставка на комуникационно оборудване, хардуер и софтуер, необходими за обновяване на информационни и комуникационни системи на Национална агенция за приходите’’*** |
| **Наименование на обособена позиция, за която участникът подава оферта** | ***Обособена позиция № 9: „Доставка на хардуерни устройства и софтуерни пакети за платформа за управление на събития и сигурността на информацията“*** |

|  |  |
| --- | --- |
| **Наименование на участника:** |  |
| **Правно-организационна форма на участника:** | *(физическо или юридическо лице, обединение или друго образувание, което има право да изпълнява доставки съгласно законодателството на държавата, в която е установено)* |
| **Седалище по регистрация и адрес на управление:** |  |
| **ЕИК / Код по регистър БУЛСТАТ/ регистрационен номер или друг идентификационен код:** |  |
| **Представляващ** | *(законен представител или лице, специално упълномощено за участие в процедурата[[1]](#footnote-1))* |

**УВАЖАЕМИ ГОСПОЖИ И ГОСПОДА,**

След запознаване с документацията за участие в обществената поръчка с горепосочения предмет, ние предоставяме следното техническо предложение по горецитираната обособена позиция*,* съдържащо:

1. **ПРЕДЛОЖЕНИЕ ЗА ИЗПЪЛЕНИЕ НА ПОРЪЧКАТА**

В качеството си на представляващ участника, декларирам, че сме запознати с условията на поръчката и с подаването на настоящото предложение удостоверявам следното:

1. **Предмет на обществената поръчка:**
   1. Декларирам, че представляваният от мен участник ще изпълни поръчката, съобразявайки се с условията по изпълнение, посочени от възложителя в документацията за обществената поръчка.
   2. Запознати сме, че съгласно чл. 39, ал. 1 от Правилника за прилагане на Закона за обществените поръчки (ППЗОП) с подаването на офертата по настоящата обществена поръчка се счита, че се съгласяваме с всички условия на възложителя, в т.ч. с определения срок за валидност на офертата и с проекта на договор, неразделна част от документацията за обществената поръчка.
   3. Задължаваме се да извършим следните дейности:
      1. доставка на комуникационно оборудване, хардуер и софтуер, необходими за обновяване на информационни и комуникационни системи на Национална агенция по приходите (наричано по-нататък за краткост „оборудването“), подробно описано по вид, количество и технически характеристики в Техническата спецификация, Приложение  1.9. към нея, относимо към настоящата обособена позиция, за която подаваме оферта и настоящето Техническо предложение.
      2. гаранционно обслужване на доставеното по т. 1.3.1. оборудване (наричано по-нататък алтернативно „гаранция и поддръжка“), осигурено в рамките на срока по т. 5.2. в съответствие с предписанията на производителя, изискванията на договора за обществена поръчка и приложенията към него.
   4. Подробно описание на вида, количеството и техническите характеристики на доставеното от нас оборудване, хардуер и софтуер, е описано, както следва:
      1. **Платформа за управление на събития и сигурността на информацията**

|  |  |  |  |
| --- | --- | --- | --- |
| **Изискано от Възложителя** | | **Предложено от участника** | |
| **А.** | | **Б.** | |
| **Обща информация** | | | |
|  | Системата трябва да предоставя управление на всички свои компоненти и административни функционалности посредством web базиран интерфейс. |  |
|  | Административните правомощия трябва да позволяват дефиниране на достъп до системата според устройства, група от устройства или мрежови диапазон. |  |
|  | Административните правомощия трябва да позволяват дефиниране на ролево-базиран достъп до различни функционални области на системата. Това включва ограничаване на достъпа до специфична функционалност извън обхвата на потребителската роля. Тази функционалност може да бъде административна, отчетна, филтрираща събития, корелация на събития, достъп до работен плот и др. |  |
|  | Системата трябва да позволява автоматично откриване на активи, които са обект на защита и наблюдение. |  |
|  | Системата трябва да позволява автоматична класификация на активите, които са обект на защита. |  |
|  | Системата трябва да предоставя отворено API за достъп до данните съхраняващи се в базите от данни в системата. |  |
|  | Системата трябва да предоставя възможност за криптиране на комуникацията между компонентите си. |  |
|  | Системата трябва да позволява интеграция с външни системи за автентикация. |  |
|  | Системата трябва да позволява разширена таксонометрия на отчетените събития и описващите ги полета. Потребителите да имат възможност да добавят свои уникални имена на събития, за целите на бъдеща филтрация, доклади или корелация. |  |
|  | Системата трябва да има възможност за автоматична класификация (tagging) на отчетените събития. |  |
|  | Системата да предоставя web-базиран графичен интерфейс за управление, анализ и извличане на рапорти. |  |
|  | Системата да позволява създаване на различни работни плотове според специфичните изисквания на всеки отделен потребител. |  |
|  | Системата да разполага с набор от преконфигурирани шаблони на работни плотове, които да могат да се използват без допълнителни промени. |  |
|  | Системата да поддържа база от данни за всички активи открити в информационната инфраструктура. Данните за активите да предоставят важна информация събрана за тях, която включва минимум: системни атрибути, мрежови атрибути и ниво на уязвимост. Системата да позволява корекция на тези атрибути, ако те не могат да бъдат придобити. |  |
|  | Архитектурата на системата трябва да предоставя възможност за внедряване на всички функционалности за събиране, наблюдение, анализ и управления на журналните събития като цялостно хардуерно решение. |  |
|  | Архитектурата на системата трябва да предоставя възможност за внедряване на функционалностите за автоматизиране на процесите за реакция при инциденти във виртуална среда. |  |
|  | Архитектурата на системата да гарантира интегритет на събраните данни (журнални записи). |  |
|  | Архитектурата на системата трябва да може да предоставя разпределен модел на корелация на активности събрани от различните ѝ източници. Пример: покажи Х грешни опити за въвеждане на парола за даден потребител, като данните за тези опити са събрани от всички компоненти. |  |
|  | Системата да предоставя автоматизиран процес за архивни копия (конфигурации и събрани журнални записи) и тяхното възстановяване. |  |
|  | Системата трябва да предоставя автоматизирани проверки на работоспособност и при възникване на проблем да изпраща нотификация. |  |
|  | Системата трябва да позволява съхранение на събраните журнални записи върху външни системи (независимо от производителя) за съхранение. |  |
|  | Системата трябва да позволява разширени възможности за търсене, анализ и централизирани справки с журналните записи, които се съхраняват на върху външни системи за съхранение. |  |
|  | Системата да предоставя възможност за компресия на събраните журнални записи. |  |
|  | Системата да позволява стандартизирани методи за събиране на журнални записи като минимум: Syslog (TCP/UDP), SNMP, JDBC, OPSEC LEA, SDEE, WMI, FTP/SFTP/SCP като място за съхранение на журнални записи. |  |
|  | Системата трябва да позволява нормализация на базовите събитийни полета. В това число: потребителски имена, IP адреси, имена на хостове, източници на журнални записи. |  |
|  | Системата трябва да позволява анализ на събитията в близко до реалното време. |  |
|  | Системата трябва да позволява анализ за събитията в дълъг период от време, показване на базова линия (baseline) и прогноза (trend) върху тези събития. |  |
|  | Системата трябва да създава аларми базирани на наблюдавани аномалии и поведенчески промени в събитията свързани със сигурността. |  |
|  | Системата да предоставя възможност за отчет/рапорт на всички компоненти, подлежащи на управление през графичният потребителски интерфейс. |  |
|  | Системата да притежава конфигурируема подсистема/модул за създаване на отчети, позволяваща гъвкавост и промени на генерираните отчети. |  |
|  | Системата да позволява създаване на отчет за определен интервал от време: час, ден, седмица месец или на специфично зададен период. |  |
|  | Системата да позволява направа на шаблони за лесно изготвяне и предоставяне на отчети за нуждите на широка гама от нива както оперативни така и ръководни |  |
|  | Системата да предоставя възможност за алармиране базирано на засечени заплахи за сигурността въз основа на наблюдаваните устройства. |  |
|  | Системата да предоставя възможност да корелира информация събрана от различни компоненти на системата. |  |
|  | Системата да предоставя възможност за алармиране базирано на установени политики. |  |
|  | Системата да предоставя възможност за алармиране базирано на претегляне, което ще позволи залагане на приоритизация. |  |
|  | Системата да позволява изпращане на аларми към външни системи посредством e-mail, SNMP и Syslog. |  |
|  | Системата да има вграден инструмент през който потребителите да могат да описват защо дадена аларма е false positive и респективно тези данни да се използват за намаляване на нивото на фалшивите аларми в последствие. |  |
|  | Системата да позволява корелация на свързани помежду си събития и представянето им като един инцидент. |  |
|  | Системата да има възможност за интеграция с външни източници на информация от трети страни свързана със заплахи (географско позициониране, ботнет канали, враждебни мрежи). Получената информация да може да се използва по автоматизиран начин. |  |
|  | Системата трябва има възможност да алармира когато има прекъсване в събирането на журнални записи от устройствата под наблюдение. Потребителите на системата да имат възможност да дефинират времевият интервал през който не се наблюдава активност от наблюдаваните устройства. Пример: ако журналните записи не са изпратени от дадено устройство в рамките на X минути да се създаде аларма. |  |
|  | Системата трябва да има възможност за предприемане на действия при получаване на сигнал. Системата трябва да има възможност за иницииране на персонализиран скрипт, който може да бъде параметризиран по атрибути от събитията или изпращане на email съобщение, syslog, SNMP trap. |  |
|  | Системата за събиране, наблюдение, анализ и управления на журнални събития трябва да има интегрирана възможност за получаване на информация за заплахи предоставяна от производителя. |  |
|  | Системата трябва да позволява исторически анализ на журнални записи, напр. събития и потоци от минало време и ново добавени правила. |  |
|  | Системата трябва да има възможност да корелира потоци от данни от трети страни. Тези данни на трети страни трябва се актуализират автоматично от системата. Системата трябва да предоставя възможност за обмен на стандартизирана информация като STIX или TAXII. |  |
|  | Системата трябва да има възможност за създаване и поддържане на списък с всички активи на дадена организация. За всеки един актив да може да се определя теглови коефициент и да бъде асоцииран с ползвателя и географската му локация. |  |
|  | Системата трябва да може при интеграция с решение за управление на уязвимости (Vulnerability Management) да обединява и информация за уязвимостите на даден актив. |  |
|  | Системата трябва да позволява определяне на ниво на достоверност на всеки един източник на журнални записи, което да може да се взима в предвид при финалното определяне на приоритета на даден инцидент по сигурността. |  |
|  | Системата трябва да предоставя вградени работни процеси, които улесняват и насочват действията на служители, отговарящи за сигурността. |  |
|  | Системата трябва да има вграден модул, който да позволява назначаване на даден инцидент по сигурността на определен потребител на системата. |  |
|  | Всеки един потребител трябва да има възможност да види всички свой (назначени на него) инциденти по сигурността подредени по определен приоритет за обработка. |  |
|  | Всеки един потребител трябва да има възможност да обработва назначените по инциденти по сигурността и съответно миниум да може да ги отхвърля, наблюдава, конфигурира и коментира нотификации. |  |
|  | Системата трябва да предоставя възможност за интеграция със система за управление на инциденти (trouble ticketing). |  |
|  | Системата да предоставя механизъм за прихващане на всички релевантни аспекти свързани с инцидент в сигурността в обединено логическо представяне. |  |
|  | Системата да предоставя механизъм за добавяне на коментари в събраната и обособена логически информация за текущ инцидент в сигурността. |  |
|  | Системата да предоставя механизъм за откриване на инциденти в сигурността на база широк спектър от атрибути свързани с него като: IP адрес, потребителско име, MAC адрес, източник на журнален запис, правило за корелация и др. |  |
|  | Системата да позволява събиране на журнални записи от Microsoft базирани сървърни крайни устройства. |  |
|  | Системата да позволява събиране на журнални записи от Linux/Unix базирани сървърни крайни устройства. |  |
|  | Системата да позволява събиране на журнални записи от бази от данни като:  • MSSQL Server;  • Oracle;  • IBM DB2;  • Sybase;  • IBM Informix |  |
|  | Системата да позволява събиране на журнални записи от системи за активно наблюдение на бази от данни. |  |
|  | Системата да позволява събиране на журнални записи от системи за управление на идентичности и достъп (Identity and access Management). |  |
|  | Системата трябва да предоставя механизъм за извършване на анализ на поведението на потребителите, с цел своевременно откриване на вътрешни заплахи за сигурността и компрометирани данни за автентикация. |  |
|  | Системата трябва да предоставя възможност за анализ на поведението на потребителите въз основа на събития, които включват идентичност на потребителите. Системата трябва допълнително да осигури възможности за машинно самообучение, базирано на анализ на поведението на потребителите. Функцията за анализ на поведението на потребителите трябва да бъде интегрирана в системата за събиране, наблюдение, анализ и управления на журнални събития в една конзола. |  |
|  | Системата да разполага с възможност за разширяване на функционалността, чрез добавяне на готови приложения и функции, в потребителския интерфейс, представени и налични за свалянe в специализиран портал на производителя. |  |
|  | Системата трябва да предоставя възможност за разработване на допълнителни функции и приложения. |  |
|  | Системата да позволява събиране на журнални записи от директориини продукти (AD, LDAP и др.). |  |
|  | Системата да позволява събиране на журнални записи от минимум следните устройства/приложения:  • Cisco Switches;  • Cisco Routers;  • Cisco ASA;  • Cisco Nexus;  • Cisco ACS;  • Cisco Wireless LAN Controllers;  • Apache HTTP Server;  • Check Point Firewalls;  • Citrix NetScaler;  • Extreme Matrix Router;  • Extreme Extreme Ware;  • F5 ASM;  • F5 BIG IP;  • HP ProCurve;  • HP-UX;  • Juniper Router;  • Juniper Firewalls;  • Microsoft Exchange;  • Microsoft IIS;  • Microsoft Hyper-V;  • Microsoft Endpoint Protection;  • Microsoft DHCP Server;  • Microsoft ISA;  • Microsoft SharePoint;  • IBM WebSphere;  • Oracle BEA WebLogic;  • Palo Alto Networks;  • Radware DefensePro;  • Arbor Networks;  • RSA Authentication Manager;  • VMWare ESX и ESXi;  • VMWare vCenter. |  |
|  | Системата да позволява събиране на журнални записи от водещи в индустрията скенери за уязвимости като:  • Nessus;  • Nmap;  • Qualys;  • Rapid7 Nexpose |  |
|  | Системата трябва да предоставя възможност за бъдещо разширяване с компоненти за наблюдение на мрежовия трафик на ниво Layer 7. |  |
|  | Системата трябва да бъде доставена с възможност за събиране на поточна информация от мрежовите елемените (network flows) поддържайки следните стандарти:  • Cisco Netflow (v5, v7, v9),  • IPFIX,  • JFlow, sflow |  |
|  | Системата трябва да бъде доставена с модул за сканиране, откриване и управление на уязвимостите чрез собствена вградена функционалност, същевременно трябва да позволява събиране на информация от водещи в индустрията скенери за уязвимости като:  • Nessus;  • Nmap;  • Qualys;  • Rapid7 Nexpose. |  |
|  | Системата трябва да има възможност за надграждане с функционалности за оценка на риска за критични активи чрез добавяне на допълнителни компоненти. |  |
|  | Системата трябва да бъде доставена с компоненти даващи разширени възможности за автоматизиране на процесите за реакция при инциденти като:  • Динамични инструменти “playbooks”, които автоматично се адаптират към инцидентите в реално време.  • Визуални работни процеси, които позволяват да се организират ответни мерки срещу възникнали инциденти.  • Визуализация на инцидентите показващи връзки между артефакти за инциденти или индикатори за компромис (IOCs) и инциденти в средата на организацията.  • Времево базирани правила в работните процеси (timers).  • Управление на потребителите и разделяне на данните между различни екипи по целесъобразност. Ограничаване на достъпа до чувствителни данни чрез работни пространства и адаптивен контрол на достъпа, базиран на роли. |  |
|  | Системата трябва да има възможност за предоставяне на множество работни плотове за управление, които могат да бъдат персонализирани, за да отговарят на специфичните изисквания на различни потребители на системата. |  |
|  | Администраторът трябва да може да дефинира достъп базиран на роли до различни функционални области на системата. |  |
|  | Системата трябва да осигури удостоверяване на потребителите чрез интеграция с активна директория (Active Directory). |  |
|  | Системата трябва да поддържа база данни за инциденти. Потребителят трябва да може да търси в тази база данни. |  |
|  | Системата трябва да поддържа история на активността на потребителя за всеки инцидент. |  |
|  | Системата трябва да може да поддържа съхраняването на досиета свързани с инциденти, които не са ограничени до образци на зловреден код, журнални записи, снимки от екрана. |  |
|  | Системата трябва да предоставя възможност за съпоставяне на артефактите при потенциално различни инциденти. |  |
|  | Системата трябва да осигурява визуализация на индикатори за компромис (IOCs), за да се идентифицират по-лесно взаимовръзките. |  |
|  | Системата трябва да има възможност за корелация на данни по сигурността от трети страни. |  |
|  | Системата трябва да осигурява конфигурируем механизъм за създаване на персонализирани отчети. |  |
|  | Системата трябва да осигурява възможност за добавяне на персонализирани работни процеси чрез web-базиран графичен интерфейс |  |
|  | Системата трябва да осигури възможност за оркестриране и автоматизиране чрез интеграция с персонализирани системи на трети страни. |  |
|  | Системата трябва да има вградени възможности за интеграция между компонентите за реакция при инциденти и компонентите за събиране, наблюдение, анализ и управления на журнални събития. |  |
|  | Системата трябва бъде скалируема и да предоставя възможности за разрастване без да е необходима пренастройка на инсталираната среда. |  |
|  | Системата трябва притежава вградена възможност за създаване на резервно копие на конфигурацията върху външни носители през графичния административен интерфейс, както и иницииране на възстановяване от резервно копие през същия интерфейс. |  |
|  | Системата трябва да може да работи в режим “High Availability” при бъдещо добавяне на идентичен компонент в отдалечена локация и прехвърляне на работата върху него в случай на нужда. |  |
|  | Системата трябва да се достави с цялото необходимо хардуерно и лицензно обезпечаване от производителя на платформата за наблюдение и обработка, с капацитет минимум:  • 10 000 събития в секунда (Events Per Seconds);  • 700 сесии в секунда (Flows per Second);  • 760 сканирани актива (IP адреси) за уязвимости;  • Без ограничения за некорелираните събития |  |
|  | Минимум един хардуерен компонент със следните минимални характеристики:  • RAM: 128 GB;  • HDD: 7,2K rpm с общ капацитет преди групиране в RAID поне 60 ТB;  • Networking:  • 2 броя 16 Gbps Fiber Channel HBA  • 2 броя 10 Gbps SFP + Ethernet ports  • Резервирани захранващи блокове. |  |
|  | Системата трябва да се достави с цялото необходимо лицензно обезпечаване за компонентите за реакция при инциденти, с капацитет минимум:  • 3 броя оторизирани потребители на системата  • 3000 месечни действия |  |
| **Гаранция и поддръжка:** | |  | |
|  | Срок на хардуерната гаранция - минимум 5 (пет) години. |  |
|  | Срок на техническа поддържка – минимум 5 (пет) години. |  |
|  | Получаване на нови версии на софтуера - минимум 5 (пет) години. |  |

**Забележка**: а) *Навсякъде в техническата спецификация, където се съдържа посочване на конкретен модел, източник, процес, търговска марка, патент, тип, произход, стандарт или производство да се чете и разбира „или ЕКВИВАЛЕНТ“. Участникът следва да докаже, че предлаганите решения удовлетворяват по еквивалентен начин изискванията, определени от техническата спецификация.*

б) *Оборудването, предмет на доставката, се състои от хардуер и софтуер, които трябва да съответстват или да надвишават в техническо отношение посочените минимални изисквания в Техническата спецификация и приложението към нея, относимо към настоящата обособена позиция.*

1. **Изисквания към изпълнението на поръчката:**
   1. Декларираме, че оборудването, предмет на доставката, ще бъде фабрично ново, неупотребявано, включено е в актуалните продуктови листи на производителя, ще продължава да бъде включено към датата на сключване на договора за възлагане на обществената поръчка и не е спряно от производство.
   2. Хардуерните компоненти на оборудването ще отговарят на всички стандарти в Република България относно ергономичност, пожарна безопасност, норми за безопасност и включване към електрическата мрежа.
   3. Оборудването ще бъде доставено в пълно работно състояние, в оригиналната опаковка на производителя с ненарушена цялост, окомплектовано с всички необходими интерфейсни и захранващи кабели, в случай, че са различни от стандартни IEC C14 - IEC C13 или IEC C20 - IEC C19. Необходимата техническа документация, като потребителски, инсталационни, конфигурационни и др. ръководства ще се представят на електронен носител за всеки тип от предлаганите устройства.
   4. При доставката на софтуер ще бъдат предоставени необходимите сертификати или други документи, удостоверяващи предоставеното право на ползване на софтуера.
2. **Условия на доставка**
   1. Запознати сме, че доставката на оборудването ще се извършва въз основа на писмена заявка, отправена чрез адреса за кореспонденция на хартиен носител или по електронна поща, подписана с електронен подпис, създаден с квалифицирано удостоверение за електронен подпис на възложителя или упълномощен негов представител, съгласно клаузите на договора за обществена поръчка.
   2. Приемането и предаването на изпълнението ще се осъществява въз основа на изискванията на договора за обществена поръчка.
3. **Условия на гаранционно обслужване**
   1. Гарантираме за срока, посочен в т. 5.2., пълната функционална годност на доставеното оборудване съгласно предписанията на производителя, изискванията на договора за обществена поръчка по обособената позиция, за която предоставяме настоящето Техническо предложение и приложенията към него.
   2. В рамките на срока по посочен в т. 5.2. се задължаваме да отстраняваме за наша сметка всички повреди и/или несъответствия на оборудването, съответно подменя дефектирали части, устройства, модули и/или компоненти с нови съгласно предписанията на производителя, изискванията на договора за обществена поръчка по обособената позиция, за която предоставяме настоящето Техническо предложение и приложенията към него. В гаранционното обслужване се включва замяна на част (компонент) със скрити недостатъци с нова или на цялото устройство с ново, ако недостатъкът го прави негодно за използване по предназначението му, както и всички разходи по замяната.
   3. Редът за отстраняване на констатиран дефект и/или несъотвествие в срока на гаранционно обслужване е описан в договора за обществена поръчка по обособената позиция, за която предоставяме настоящето Техническо предложение.
4. **Срок на изпълнение** 
   1. Задължаваме се да извършим доставка на оборудването в срок до ……… календарни дни, считано от датата на получаване на писмена заявка по чл. 1, ал. 2 от проекта на договор за обществена поръчка.

***Забележка****: Участникът следва да предложи в офертата си срок за извършване на доставката, който не може да бъде по-дълъг от 80 календарни дни, считано от получаване на писмената заявка по чл. 1, ал. 2 от проекта на договор за обществена поръчка.*

* 1. Срокът на гаранционно обслужване е ……..години, считано от датата на приемо-предавателния протокол за доставка на оборудването.

***Забележка****: Участникът следва да предложи в офертата си срок за гаранционно обслужване, който следва да бъде минимум 5 (пет) години, считано от датата на подписване на двустранен приемо-предавателен протокол за приемане на доставката.*

1. **Място на изпълнение**
   1. Потвърждаваме, че мястото на извършване на доставката е на територията на гр. София, като сме запознати, че ще бъде посочено в писмената заявка конкретния адрес на извършване на доставката.
   2. Гаранционното обслужване ще се извършва спрямо местонахождението на доставеното и инсталирано оборудване.
2. **Други изисквания** 
   1. Декларираме, че сме производител на оборудването/сме надлежно упълномощени да извършваме доставка и гаранционно обслужване на предлаганото от нас комуникационно оборудване, хардуер и софтуер , необходими за обновяване на информационни и комуникационни системи на територията на Република България.

За удостоверяване на горното представяме …………………………………………………………… (моля, посочете описание на документа)

**Забележка:** *За удостоверяване на горното участникът следва да представи Официално оторизационно писмо (или еквивалентен документ) с актуална дата от производителя или от официален представител на производителя на предлаганото оборудване. Горепосоченият документ се представя в техническото предложение на участника.*

*В случаите на представяне от участника на оторизационно писмо от официален представител на производителя (или еквивалентен документ), в офертата се прилага и оторизационно писмо, издадено от производителя (или еквивалентен документ), с което се упълномощава официалния представител на производителя за доставка и гаранционно обслужване на предлаганото оборудване.*

* 1. Прилагаме общи условия или други приложими условия за гаранционно обслужване от производителя на оборудването, предмет на обществената поръчка ( в случай, че е приложимо).

|  |  |
| --- | --- |
| **Дата на подписване:** | **………./ ………….. / ……….…..** |
| **Подпис и печат:** | **......................................................** |
| **Име и фамилия** | **......................................................** |
| **Длъжност** | **......................................................** |
| **Наименование на участника** | **......................................................** |

1. Съгласно чл. 41, ал. 5 от Правилника за прилагане на Закона за обществените поръчки (ППЗОП) когато документи, свързани с участие в обществени поръчки се подават от лице, което представя участника по пълномощие, в Единния европейски документ за обществени поръчки (ЕЕДОП) се посочва информация относно обхвата на представителната му власт. [↑](#footnote-ref-1)